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Criterion Mark
(1–4)

1. Clarity and comprehensibility of the thesis topic and aims 2
2. The extent and relevance of the description of the current state of knowledge 2
3. The complexity of the thesis topic 1
4. Method adequeteness for solving the given issue, correctness of the choice and use 2
5. The extent, quality and precision of the result description 2
6. Relevance and correctness of the result discussion 1
7. Factual contribution of the thesis result 2
8. Information source relevance and citation correctness 2
9. Logical structure and cohesion among individual parts 1

10. Grammar, linguistic style, terminology and overall arrangement 3

Comments and Questions:

The master’s thesis ”Cybersecurity Audit in the SME’s” focuses on the analysis of relevant policies,
concepts, frameworks, and software/hardware cybersecurity solutions. Further, the thesis includes also
a description of the possibilities of SMESEC framework adoption. From the content point of view, I see the
theoretical part as fully comprehensive and well selected. I also appreciate the processing of the practical
part. Nevertheless, I see the biggest and main insufficiency in the formatting of the thesis.

Question: What does the author see as the main drawbacks of the SMESEC framework?

Conclusion: The Master Thesis is recommended for the defence.

Suggested Grade: 2
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